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Sind lhre Daten wirklich sicher - auch in der Cloud?
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Das Datenschutz-Audit - Wer pruft den Datenschutzberater?

Datenschutz ist Chefsache - und beinhaltet eine Kontrollpflicht.

Sie tragen Verantwortung — auch dann, wenn Mitarbeitende oder externe Datenschutzberater die gesetzli-
chen Vorgaben operativumsetzen. Wer kontrolliert die Rechtssicherheit in lhrem Unternehmen - fach-
lich, unabhangig, objektiv?

Das Datenschutz-Audit.
Denn Kontrolle ist kein Misstrauen — sondern Filhrungsverantwortung.

Warum das Datenschutz-Audit unverzichtbar ist

Ein Audit deckt Licken in der Umsetzung der datenschutzrechtlichen Vorgaben in Prozessen, Dokumenten
und Vertragsgestaltungen auf und tGberpruft, ob Ihr Unternehmen wirklich DSG / DSG-VO konform arbeitet -
nicht nur auf dem Papier, sondern auch in der taglichen Praxis.

Wir prufen, Ihre Prozesse, Weisungen, Richtlinien und lhre technischen, rechtlichen und organisatorischen
Datenschutzmassnahmen auf Vollstandigkeit und ob diese den gesetzlichen Vorgaben entsprechen.

Das Audit ist damit Inr Nachweis, Optimierungstool und Sicherheitsnetz zugleich und schttzt Sie als Fuih-
rungskraft aktiv vor Haftungsrisiken, Geldbussen und Reputationsschaden.

Was wir priifen —und was Sie davon haben:

= Datenschutz-Management & interne Richtlinien:
Sind lhre Prozesse standardisiert, dokumentiert und im Unternehmen verpflichtend verankert?

= Rechtskonformitit der Datenverarbeitung:
DSG-VO / DSG - sind Datenverarbeitungen rechtmassig, ihr Schutz sicher, kontrollier- und nachvoll-
ziehbar?

= Rechte der Betroffenen:
Auskunft, Loschung, Widerspruch — konnen Sie fristgerecht auf Auskunftanspriiche reagieren?

= Technik-Check:
»Privacy by Design & Default” — sind Systeme und Software datenschutzfreundlich konfiguriert?

= Auftragsverarbeitung & Drittlandtransfers:
Sind Vertrage korrekt? Ist das Datenschutzniveau im Drittland ausreichend? Liegt ein Risiko vor?



= Risikoanalysen & Datenschutz-Folgenabschatzung (DSFA, i.F. v. neuen Technologien, Video-
iiberwachung):
Werden auch regelmassig relevante Risiken identifiziert, bewertet und dokumentiert?

= 1SO-konform & praxisnah:
Wir prifen nach ISO 27001/2, 9001, 31000 — und geben praxisnahe Tipps zur Optimierung.

Ihr Mehrwert auf einen Blick
* Transparenz & Klarheit fiir die Geschéaftsleitung
= Objektive Bewertung lhrer Datenschutz-Compliance
= Haftungsreduktion durch dokumentierte Priifpflichten
= Praxisorientierte Empfehlungen statt trockener Paragrafen

=  Vertrauensstarkung gegeniiber Kunden, Partnern und Behorden

Prifen Sie am besten jetzt - dann sind Sie sicher.
Ein Datenschutz-Audit ist kein Selbstzweck.

Esist lhre hauseigene Versicherung, dass das, was Sie glauben, auch stimmt.

Vereinbaren Sie mit uns lhren unverbindlichen Beratungstermin — und erfahren Sie, wie gut Ihr Unternehmen
im Datenschutz und der Informationssicherheit wirklich aufgestellt ist.

Monika Wehr L] +41 79 348 5563 . info@cyberwehr-rms.ch L] 8803 Ruschlikon, Alte Landstrasse 109




